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Cloud Biometry Privacy Policy 
 

We respect the privacy of our users. CloudBiometry is a software 
application that provides employers with a platform through which the employers 
can manage their employees (the “Software”). The Software is hosted online and 
accessible through https://mycloudtime.com (the “Site”), includes several 
separate modules that provide support time tracking, and any other functionality 
that CloudBiometry may make available from time to time. This privacy policy 
(“Privacy Policy”) explains the type of information (“Information”) we collect from 
the users (“Users”), how the Information may be shared with third parties, and 
what controls Users have regarding their Information. The Privacy Policy also 
sets forth our policies and practices with respect to any data received from our 
Customers (“Customers”) or Customer employees (“Customer Employees”) who 
use our products or services. Please review the following Privacy Policy carefully 
to understand our practices with respect to your Information. We may amend this 
Privacy Policy from time to time as we change or expand our Website. Because 
this Privacy Policy contains legal obligations, you should read it carefully. 
  

By using or accessing the Website, you signify that you have read, 
understand, and agreed to be bound by this Privacy Policy.  

What Information We Collect 
  

To the extent Customers choose to utilize any of our products that employ 
finger-scan, palm-scan or facial-scan technology, the collection of Customer 
Employee biometric scan data is undertaken and controlled by the Customer and 
may include the collection by the Customer of information to verify Customer 
Employee identities. This technology does not collect or store fingerprints, palm 
prints or facial data; instead, it creates a mathematical representation of 
particular data about the fingertip, palm or face in a much smaller template that is 
encrypted for security purposes. We may collect, receive, store, or process 
biometric scan data supplied by or about Customers and/or Customer 
Employees to provide products and/or services to Customers. We may also have 
a third party host such data. In that event, we only provide them information 
needed to perform that specific service or function. 

 
  

https://mycloudtime.com/


How We Use the Information Collected 
 

We use the information that you provide, including Personal Information, to 
perform the services requested. For example, if you provide your contact 
information, we will use the information provided to contact you about your 
interest in our services or to schedule a demonstration of our products. We also 
collect Personal Information in connection with the purchase of our products: 
however, the processing of payment card information for such purchases is 
conducted by a third party with whom we share only certain Personal Information 
of yours to enable the transaction. We also may use Personal Information for 
marketing purposes. For example, we may use the information you provide us to 
contact you to further engage your interest in our services and to send you 
information regarding us.  

If we collect, receive, store, or process Customer Employee data, we only 
do so in accordance with this Privacy Policy and as-instructed by the Customer. 
Customer Employee finger-scan, palm-scan or facial-scan data is only used to 
provide products and/or services consistent with the Customer’s instructions and 
only as directed by the Customer. The Customer is able to request that we 
permanently destroy any finger-scan, palm-scan or facial-scan data, even if 
processed by us, and is responsible for permanently destroying any biometric 
scan data as required by applicable law. We will permanently destroy any finger-
scan, palm scan or facial-scan data within 60 days of a Customer’s notification to 
us that the initial purpose for collecting or obtaining such data has been satisfied 
or within three years of a Customer’s account having Closed status, whichever is 
earlier, unless required by applicable law to retain the data. The Customer is also 
responsible for obtaining all consents and providing all notifications or information 
as may be required by applicable law. Customer Employees should contact the 
appropriate person within their employer’s organization in order to understand, 
access, change and/or control what is provided by the Customer to us. 

We do not sell, trade, or rent users’ personal identification information to 
others. We may share generic aggregated demographic information not linked to 
any personal identification information regarding visitors and users with our 
business partners, trusted affiliates and advertisers for the purposes outlined 
above. We may use third party service providers to help us operate our business 
and the site or administer activities on our behalf, such as sending out 
newsletters or surveys. We may share your information with these third parties 
for those limited purposes provided that you have given us your permission. We 
will not disclose, sell, lease, trade, or otherwise profit from Customer Employee 
finger-scan, palm scan or facial-scan data. We will not otherwise disclose 
Customer Employee finger-scan or facial-scan data unless required or permitted 



by any state or federal law, municipal ordinance, valid warrant, or valid 
subpoena. 

Security of Personal Information 
We have taken commercially reasonable steps to ensure the security and 

confidentiality of Personal Information against loss, misuse, unauthorized 
disclosure, alteration, and destruction. Please keep in mind that no transmission 
of data over the Internet or any wireless network can be guaranteed to be 100% 
secure. As a result, we cannot and do not guarantee the complete security of 
Personal Information you provide to us through your use of this Website. All 
Customer Employee data obtained through finger-scan, palm scan or facial-scan 
technology is protected from disclosure using the reasonable standard of care 
within the industry. Our commitment is that this data will be protected to the same 
level that the Company stores, transmits, and protects other confidential and 
sensitive company information. 

Our Contacts 
If you have any questions about our Privacy Policy, please contact us with 
“Privacy” in the subject line of your email at 
info@cloudbiometry.com  
Or write to us at: 
Allied Time USA, Inc. 
416 N. Orange Ave. 
Deland, FL 32720 
United States of America 
 

mailto:info@cloudbiometry.com
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